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Users

Individuals with direct 
access to UCJIS

Non-Access 
Users

Individuals who can 
request and receive 

information but has no 
direct access to UCJIS

Types of Users

Non-Users

Individuals that have 
unescorted access to 

secure areas 



Misuse & 
Consequences

Security 
Awareness

BCI & NCIC 
Manuals

Privacy, 
Dissemination, and 

Security of CJIS

01
What to 

Train



New users must be trained 
within 6 months 

New Users Existing Users

Existing users must be 
trained yearly on CJIS 

Security Awareness and 
trained and tested every 2 

years in the other areas

02 When to Train



How We do It 03
How we make the process just 

slightly less painful



Onboarding
Be part of the process

Account Creation
Set up accounts as soon as a start 
date has been set

Starting the 
Process…

Testing & Training
Schedule initial training as soon 
as possible and test immediately 
following training



Onboarding 
Livescan prints

New User Setup Form

Schedule training 

Send training materials

Testing

Account creation
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This form gives 
us all the 
information 
we need to 
setup a new 
account. Is 
filled out for all 
new users. 

*We have a 
slightly different 
version for 
non-users



We have transitioned to virtual training and 
have tailored training presentations to meet the 
needs of each role. Initial training walks them 

through initial set up and usage as well as 
security

Virtual Training
We have saved email templates that help with 

sending training emails. For their initial training, 
we include their login and temporary password. 

https://docs.google.com/presentation/d/16L1VdO0rI0QwkCVkuiX5d0krG0MBfU66m7BnVBc_6Go/edit?usp=sharing
https://docs.google.com/presentation/d/16L1VdO0rI0QwkCVkuiX5d0krG0MBfU66m7BnVBc_6Go/edit?usp=sharing


Testing

Plan 
Ahead

Utilize 
REPT

Keep 
Records

Provide 
Feedback 



Approximately one day a month is spent
scheduling training expiration reminder 
emails.
Templates are handy for this as well.

For example: In September, all the emails will 
be scheduled for those expiring in October.

As the expiration date approaches, if 
they have not taken and passed the test, 
they will be reminded again 10 days 
prior to expiration.



Training Logs

Our training log spreadsheet has a different tab for each group we are 
responsible to train, i.e. Patrol, Dispatch, Custodial, IT, etc… 
Sort the “Training Expiration Date” column “A-Z” to get the soonest expiring 
date at the top.
We are able to see at a glance, who needs to be tracked down to test 



Once they have taken the test, the 
results populate to a spreadsheet where 
I can easily track who has taken the test 
and verify they passed. 

They will digitally sign the Training & 
Testing Agreement and it is emailed 
directly to me so I can update their 
CERT.



Feedback
Using Google forms for testing allows us to provide 
feedback at the time of testing. 
We have it set up so feedback will be provided for both 
correct and incorrect answers

It also allows us to see which question is missed the most 
and adjust our training accordingly



Audit Process

Send it Off
Easy, Right?

Maintain Records
Validation & 

account/log audits

Make your changes

Awaken your inner 
investigator

Review all Details

That's it. You’ll get results 
& you’re done.

Breathe don’t Cry
Don’t Panic - They 

aren’t out to get you

Build your packet
Checklists and 

attention to detail



Resources



CREDITS: This presentation template was created by Slidesgo, 
including icons by Flaticon and infographics & images by Freepik

End of Performance
Do you have any questions?

Erin.Sullivan@sgcityutah.gov

Meghan.Bench@sgcityutah.gov

 
 

http://bit.ly/2Tynxth
http://bit.ly/2TyoMsr
http://bit.ly/2TtBDfr
mailto:Erin.Sullivan@sgcityutah.gov
mailto:Meghan.Bench@sgcityutah.gov

