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Manuals
● BCI Introduction manual
● UCJIS Basics
● New TAC Welcome packet
● Utah Criminal History
● Utah Driver’s License
● Utah Motor Vehicle
● Missing Persons
● Utah Alerts: Amber/EMA/Blue/Silver
● Utah Statewide Warrants
● UCJIS Test Records
● CJIS Security Policy
● NCIC Manual
● III Manual
● Nlets Manual



BCI Introduction 

● Overview of BCI
○ Sections of BCI
○ Overview of access to UCJIS



UCJIS Basics 

● History and basics of UCJIS
● User types
● Dissemination
● Misuse
● Using UCJIS
● UCJIS messages



New TAC Welcome Packet
● Packet is specifically for TAC’s and alt TAC’s

○ Covers TAC responsibilities
○ Covers TAC transactions
○ Creating a user, modifying user 

information and removing a user from 
an agency

○ Training and testing
○ Covers audits
○ Covers NCIC validations
○ Contains BCI contact information for 

agencies



Utah Criminal History

● Covers how a criminal history is created
● Overview of a Utah criminal history and its 

components
● Covers Right of Accesses



Utah Driver License 
● Overview of the DLD files
● UCJIS DLD transactions
● Guidance for DLD file use



Utah Motor Vehicle 

● Covers DMV files
● Utah Motor Vehicle transactions



Missing Persons
● Information on the Utah Missing persons 

clearinghouse
○ Criteria for entering a missing 

person into the clearing house



● Covers the Utah AMBER alert
● Covers the Utah EMA 
● Covers the Utah Blue alert
● Covers the Utah Silver alert

Utah Alerts:AMBER/EMA/
Blue & Silver Alert 



Utah Statewide Warrants 

● Covers Statewide Warrants, their 
maintenance and dissemination

● Includes the SWW UCJIS transactions



UCJIS Test Records 
● List of test records available 

○ These test records can stop working at 
any time

○ Used for training and testing 
■ Never run yourself, we have test 

records!



NCIC Manuals

NCIC Operating 
Manual
● Covers how NCIC files 

are entered, 
modified/updated and 
removed

● Covers retention 
periods for NCIC 
entries

NCIC Code Manual
● Contains the codes 

for entry, 
modification and 
querying into an 
NCIC file



http://drive.google.com/file/d/1I20UuR2gHvEAQL8HtWFVf9xytoxWUqdz/view


CJIS Security Policy
● What is CJI?
● Covers keeping CJI secure 
● Dissemination
● Covers physical security 
● Covers teleworking



III Manual
● Requirements to participate in receiving and sending III
● Transactions to receive III
● Covers auditing of the III usage



Nlets Manual 
● Nlets security policy
● Nlets transactions
● ORION files/ Nlets 

Help file information

http://drive.google.com/file/d/1znQypTzft0_IjoIhbnVkdNQbq1FcJiOI/view


Where are they located?



TAC Website





LEEP
● III manual
● NCIC manuals



Provider Website

Nlets: nlets.org

CJIS Security Policy: fbi.gov



Navigating the manuals



Printing Manuals
● It is encouraged to use the TAC website or the 

direct website for Nlets and the FBI for the 
manuals

● Printing manuals can easily lead to inaccurate 
information as all manuals are updated often
○ Using a bookmarked link or going through the TAC 

website will allow you to utilize the ctrl+F to find a 
specific section quickly 



What are we required to 
train on?



New TAC Welcome packet page 12



Dissemination, 
Privacy and Security
● Secondary dissemination log requirements
● Security awareness
● Misuse and possible consequences of misuse
● You will need to cover what can be disseminated, when and to whom



Accessed Files in UCJIS
● What files your agency/users have access too

○ What is the transaction, what comes back



NCIC Manuals

● What is contained in the manuals
● Where they can be located
● What NCIC each manual is for
● How to operate, run, inquiry each NCIC transaction your agency uses



Newsletters
● What changes/ clarifications are covered in the 

quarterly newsletters?
● Make any training opportunities available 

announced in the newsletters



TOU’s: Technical 
Operating Updates

● What TOU’s are
● Any pertinent changes to the way a 

transaction is run



TAC Conference 
updates/reminders

● Transactions updates, tips, tricks 
● CJIS Security changes pertinent to users, 

workplace



Misuse of CJI

● What constitutes  misuse?
● What are the procedures for misuse on the 

Federal, State and agency level?
● What the consequences of misuse?



BCI Operating Manuals
● Where the manuals are located
● What manuals are available 



Possible ways to train 
and test:
● In groups



Possible ways to train 
and test:

● One on one training



Possible ways to 
train and test:
● Quiz after training



Possible ways to 
train and test:

● Using test records or active case files



Possible ways to train 
and test:

● Games



CERT transaction

● Update training 
date with 30 days

● Only updates the 
training date NOT 
the training 
agreement date



Training and Testing 
Agreement

● TAC will 
check off 
what was 
trained on



Training and Testing 
Agreement
● Signed and 
● dated by the 

user and TAC  
after training-
required at 
least every 2 
years



● Email into your field service representative:
Northern Region – Ofa Vaisima: ovaisima@utah.gov 

Wasatch Region – Chauntay Baker: chauntaybaker@utah.gov 

Central Region - Gina McNeil: gmcneil@utah.gov 

Southern Region – Alisa Larson: alisalarson@utah.gov 

Salt Lake One – Whitney Wilson: wthomsen@utah.gov 

Salt Lake Two/UHP – Jonathan Harr: jharr@utah.gov  



Issues with not 
using/training on the 
manuals

● Agencies NOT utilizing the manuals leads to 
compliance issues, confusion or 
miscommunication

● Use the manuals to find what your error is- it 
often has the fix



Examples



$.H. - From the 

NCIC manual

UTBCI0000

UTBCI0000

UTBCI0000

UTBCI0000

UTBCI0000

UTBCI0000

UTBCI0000

UTBCI0000

UTBCI0000

UTBCI0000



Originating Agency Notification 



Delayed Inquiry Hit

Notification



Delayed Inquiry Hit Response 

Notification



Teleworking/Remote Access



NCIC Retention Periods

● What is the NCIC retention period for a 
vehicle?

● My article got purged due to meeting the 
retention period, what is that?



Is there a Cliff notes version available of the BCI Manuals? 
This presentation can be used as cliff notes, or the table of contents/index of the actual manual 
can be 
 
Does dissemination also mean if there is a visitor coming through the office? Meaning, if a 
company comes in to pick up one of our broken chairs to repair it outside of the office, do we 
need to have a dissemination log saying "bob was in our office for 5 minutes and a dispatcher 
may have read off a DL while he was in the room" even though he was escorted?  
You do not have to log a visitor in a secondary dissemination log. Let them know they are 
entering a secure area, the information being viewed, run and discussed is protected and that 
they cannot disseminate anything they may hear or come across and then you will escort them 
throughout their time in the secure area. 
 
So we need to submit a new form every time we train, if it's on one area? 
You do not need to submit a new Training and Testing agreement every time you cover one 
topic. You will complete it anytime you do the required training. (Security awareness, misuse, 
dissemination, etc).  
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